**Chapter 9 – Firewalls and Intrusion Prevention Systems**

**Answer Key**

**TRUE/FALSE QUESTIONS:**

1. T
2. T
3. F
4. T
5. F
6. F
7. T
8. T
9. T
10. F
11. T
12. T
13. T
14. F
15. T

**MULTIPLE CHOICE QUESTIONS:**

1. C
2. B
3. C
4. A
5. D
6. D
7. B
8. A
9. C
10. B
11. C
12. A
13. D
14. B
15. A

**SHORT ANSWER QUESTIONS:**

1. firewall
2. packet filtering
3. source
4. spoofing
5. SOCKS
6. bastion host
7. personal
8. VPN (virtual private network)
9. IPSec
10. host-based IPS (HIPS)
11. Pattern
12. Traffic
13. Sdrop
14. UTM (unified threat management)
15. “defense in depth”